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PRE-APPROVED FOR CEUs

Career Center for Development of Security Excellence (CDSE)
Pre-Approved for CompTIA CEUs

You can earn 1 CEU for each hour of training. Follow these requirements to earn and receive CEUs.
All training durations less than 1 hour are not valid for CEUs.

Timing: You must complete the training course during your three-year renewal cycle, and the same course can only
be submitted once.

Relevance: At least 50 percent of the training course content must relate to one or more of the exam objectives for
the certification you’re renewing.

Documentation: Submit the following documentation to receive CEUs for a training course:

1. Detailed description/outline of the training content
2. Completion certificate containing the following:

e Your name

e Name of the course

e Name of the training provider

e Date the course was completed

e Number of hours

Training approved in this document is based on the exam e A+ 220-1001 and 220-1002
objectives: e Network+ N10-007

e Security+ SY0-501

e Cloud+ CV0-002

e PenTest+ PT0-001

e CySA+ CS0-001

e CASP+ CAS-003

Note: Approved training courses in this document are subject to change without prior notification. Training submitted
based on prior approval will remain valid.
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Network+  Security+ Cloud+ PenTest+ CySA+

Counterintelligence
Awareness and Security
Brief C1112.16 (30
minutes)

N/A N/A N/A N/A N/A N/A N/A

Counterintelligence
Awareness Certificate APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
Cl201.CU (8 hours)

Counterintelligence

Concerns for National
Security Adjudicators
Cl020.16 (15 minutes)

N/A N/A N/A N/A N/A N/A N/A

Protecting Your
Facility's Technology N/A N/A N/A N/A N/A N/A N/A
Cl141.16 (30 minutes)

Suspicious Emails

C1021.16 (15 minutes) N/A N/A N/A N/A N/A N/A N/A
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Thwarting the Enemy:

Providing

Counterintelligence and

Threat Awareness to N/A N/A N/A N/A N/A N/A N/A
the Defense Industrial

Base CI111.16 (30
minutes)

Applying Assessment &

Authorization (A&A) in

the National Industrial ~ APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
Security Program (NISP)

CS250.16 (3 hours)

CyberAwareness
Challenge for DoD DS- N/A N/A N/A N/A N/A N/A N/A
IA106.06 (75 minutes)

CyberProtect DS-

CP102.06 (120 minutes) APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED

Cybersecurity for
Security Personnel
Course CS160.16 (2
hours)

APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED

CDSE | February 2019 | Page 3 of 11
Copyright (c) 2019 CompTIA Properties, LLC. All Rights Reserved



CompTllA

= Continuing Education
PRE-APPROVED FOR CEUs

oy

Network+  Security+ Cloud+ PenTest+ CySA+

Information

Assurance/Computer

Network Defense N/A N/A N/A N/A N/A N/A N/A
Information Sharing DS-

IA104.06 (30 minutes)

Introduction to the
NISP RMF A&A Process APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
CS150.16 (2 hours)

NISP Assessment and

Authorization (A&A)
Program CS350.CU (5
hours)

APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED

Portable Electronic
Devices / Removable
Storage Media DS-
IA109.06 (1 hour)

N/A N/A N/A N/A N/A N/A N/A

Protected Distribution
Systems Course N/A N/A N/A N/A N/A N/A N/A
CS140.16 (85 minutes)

Risk Management

Framework (RMF) Step

1: Categorization of the N/A N/A N/A N/A N/A N/A N/A
System CS102.16 (40

minutes)

CDSE | February 2019 | Page 4 of 11
Copyright (c) 2019 CompTIA Properties, LLC. All Rights Reserved



CompTllA

= Continuing Education
PRE-APPROVED FOR CEUs

sy

Network+  Security+ Cloud+ PenTest+

Risk Management

Framework (RMF) Step

3: Implementing N/A N/A N/A N/A N/A N/A N/A
Security Controls

CS104.16 (30 minutes)

Risk Management

Framework (RMF) Step
5: Authorizing Systems
CS106.16 (30 minutes)

N/A N/A N/A N/A N/A N/A N/A

Smartphones and
Tablets DS-IA108.06 (1 N/A N/A N/A N/A N/A N/A N/A
hour 30 minutes)

Windows Server 2003
Incident Preparation &
Response (IP&R) DS-
IA300.06 (5 hours)

APPROVED N/A N/A N/A N/A N/A N/A

Air Force Security
Manager Curriculum APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
GS100.CU (13 hours)
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Developing a Security
Education and Training
Program GS104.16 (2
hours)

N/A N/A N/A N/A N/A N/A N/A

Foreign Disclosure
Training for

DoD GS160.16 (2.5
hours)

N/A N/A N/A N/A N/A N/A N/A

Introduction to Risk N/A N/A N/A N/A N/A N/A N/A
Management GS150.06
(30 minutes)

Industrial Security

Basic Industrial Security

for the Government

Security Specialist N/A N/A N/A N/A N/A N/A N/A
Curriculum 1S050.CU

(31.5 hours)

Clearances in Industrial
Security: Putting it All
Together 1S125.16 (1
hour)

N/A N/A N/A N/A N/A N/A N/A
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Facility Security Officer
(FSO) Role in the NISP APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
1S023.16 (3.5 hours)

FSO Orientation for
Non-Possessing
Facilities 1S020.CU (30.5
hours)

N/A N/A N/A N/A N/A N/A N/A

Getting Started Seminar
for New Facility
Security Officers (FSOs)
1S121.01 (2 days)

APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED

Industrial Security
Databases and Systems APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
1S124.16 (1 hour)

NISP Reporting
Requirements IS150.16  APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
(1.25 hours)

NISP Self-Inspection
Course 1S130.16 (1.5 APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
hours)
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Safeguarding Classified =~ APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
Information in the NISP
1S109.16 (2.5 hours)

Transmission and
Transportation for
Industry 1S107.16 (2
hours)

N/A N/A N/A N/A N/A N/A N/A

Visits and Meetings in
the NISP 1S105.16 (2 N/A N/A N/A N/A N/A N/A N/A
hours)

Classification Conflicts N/A N/A N/A N/A N/A N/A N/A
and Evaluations
IF110.06 (30 minutes)

Derivative Classification
Refresher IF109.16 (50 N/A N/A N/A N/A N/A N/A N/A
minutes)

DoD Annual Security
Awareness Refresher N/A N/A N/A N/A N/A N/A N/A
IF140.06 (30 minutes)

Information Security
Emergency Planning N/A N/A N/A N/A N/A N/A N/A
IF108.0 (30 minutes)
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Introduction to
Information Security N/A N/A N/A N/A N/A N/A N/A
IF011.16 (2 hours)

Original Classification
Authority Curriculum N/A N/A N/A N/A N/A N/A N/A
IF150.CU (9 hours)

Security Classification
Guidance IF101.16 (2 APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
hours)

Unauthorized
Disclosure Refresher N/A N/A N/A N/A N/A N/A N/A
IF135.16 (60 minutes)

Developing a N/A N/A N/A N/A N/A N/A N/A
Multidisciplinary Insider

Threat Capability

INT201.16 (90 minutes)

Insider Threat N/A N/A N/A N/A N/A N/A N/A
Awareness INT101.16
(30 minutes)
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Insider Threat Program
Operations Personnel
Program INT301.CU (20
hours)

N/A N/A N/A N/A N/A N/A N/A

Insider Threat Program
Management Personnel N/A N/A N/A N/A N/A N/A N/A
Program (18 hours)

Preserving Investigative

and Operational

Viability in Insider N/A N/A N/A N/A N/A N/A N/A
Threat INT220.16 (60

minutes)

OPSEC Awareness for

Military Members, DoD

Employees and N/A N/A N/A N/A N/A N/A N/A
Contractors GS130.16

(45 minutes)

DoD Advanced
Personnel Security
Adjudications PS301.10
(30 hours)

N/A N/A N/A N/A N/A N/A N/A

Introduction to
Personnel Security N/A N/A N/A N/A N/A N/A N/A
PS113.1 (2 hours)
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Introduction to
National Security
Adjudications PS170.16
(3 hours)

N/A N/A N/A N/A N/A N/A N/A

JCAVS User Level 7 & 8

PS181.16 (30 minutes) N/A N/A N/A N/A N/A N/A N/A

JCAVS User Levels 2-6

PS183.16 (2 hours) N/A N/A N/A N/A N/A N/A N/A

Electronic Security
Systems PY250.16 (1.5  APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
hours)

Introduction to Physical
Security PY011.16 (1 APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
hour)

ODNI/NCSC ICD 705
Physical Course N/A N/A N/A N/A N/A N/A N/A
FT105.01 (2.3 days)

Physical Security
Measures PY103.16 (2 ~ APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED APPROVED
hours)

Storage Containers and
Facilities PY105.16 (1 APPROVED APPROVED APPROVED APPROVED APPROVD APPROVED APPROVED
hour 15 minutes)
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